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RVC DATA PROTECTION POLICY 
 

 

 

 

 

 

 

 

POLICY and PROCEDURES 
 

 

 

 

 

 

 

 

 

Responsibility of Data Protection Officer: 
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General Data Protection 
Regulation (GDPR) 

European Regulation that governs the processing of Personal Data. 

Data Protection Act 2018 UK Act of Parliament that updates data protection laws in the UK 
and complements the European Union�s GDPR. 

Data Controller For the purpose of this Policy, RVC is the Data Controller. 
A natural or legal person, public authority, agency or other body 
that, alone or jointly with others, determines the purposes and 
means of the processing of personal data as determined by law. 

Data Processing Any operation or set of operations that is performed on Personal 
Data or on sets of Personal Data, whether or not by automated 
means, such as (but not limited to) collection, recording, 
organization, structuring, storage, adaption or alteration, retrieval, 
consultation, use, disclosure by transmission, dissemination or 
otherwise making available, alignment or combination, restriction, 
erasure or destruction. 

Data Processor 
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The DPO should be contacted for advice about processing special category data. 

 

 

 

Personal Data relating to criminal convictions and offences, or related security matters must only 
be processed by anyone responsible for processing data when they are acting in an official 
capacity or under specific legal authorization. Advice should be sought from the Data Protection 
Officer before processing any such data within their area and all decisions must be fully 
documented. 

 

 

 

 

 

The RVC recognises that data subjects are afforded certain rights under the GDPR and Data 
Protection Act. These include: 

Right Context for RVC 
Right of Access Data subjects have the right to find out about what we are doing with 

their data, check we are holding it correctly and to obtain a copy of 
what we hold. 

�‡�������e�ß�e�:�ß�‡�ô�è�e���±�è�Í�e���:�2 The RVC make every effort to ensure the data we hold is accurate. If a 
data subject thinks something we hold about them is incorrect, they 
have the right to ask for this to be corrected. 

Right to Erasure Data subjects have the right to ask us to remove or delete data we hold 
on them. The RVC will assess the request against the criteria in Article 
17 and respond accordingly. 

Right to restriction of 
processing 

Data subjects have the right to request the restriction or suppression 
of their personal data. This is not an absolute right and only applies in 
certain circumstances. 

Right to data 
portability 

Data subjects have the right to ask the RVC to provide them with a 
reuseable electronic copy of their data to allow them to transfer it to 
another provider. This only covers data submitted to the RVC by the 
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The RVC is committed to ensuring privacy is built into its processes and outcomes. New projects 
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If the breach is likely to result in a high risk of adversely affecting individual’s rights and freedoms, 
the Data Subject(s) concerned must also be advised without due delay. 

The DPO will keep a record of any personal data breaches, regardless of whether they were 
notified to the ICO.  

 

 

 

 

A privacy notice is a statement that discloses some or all of the ways the RVC as a Data Controller 
gather, use, disclose and manage personal data.  

The RVC�s privacy notices can be found on the RVC website here 

 

 

 

The RVC is committed to creating, keeping and managing its records in a manner that accurately 
documents its activities and that meet its statutory obligation. Further information on data 
retention can be found in the RVC�s Records Management Policy.    
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The RVC prioritises staff training and awareness relation to data protection. All employees are 
required to complete mandatory training in data protection and IT security. Additional resources 
and training materials are accessible via the staff intranet and can be requested from the Data 
Protection Officer and Information Compliance Officer. Annual refresher training is also provided 
by the Governance team, as well as bespoke training for staff on request. 

 

 

 

 

The RVC may engage external contractors or data processors to handle data storage and 
management. These entities process data solely for purposes specified by the RVC and are 
contractually obligated to meet the RVC�s obligations under the GDPR and Data Protection Act. 
When data is transferred outside of the EEA, the RVC takes necessary measures to ensure 
adequate protection.  

 

 

 

Conducting academic research that involves processing personal data, is subject to the GDPR 
and Data Protection legislations. All academic projects that involve human participants are 
considered by the Social Science Research Ethical Review Board (SSRERB). Specific guidance on 
such research can be found on the intranet.  

 

 

 

 

 

 

 

 

 

 

 

 

17. Using data processors  
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